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Proprietary items for COVR-3902

Q1l: How to setup my COVR-3902?

Method 1: Setup by using a web browser
Step 1: Connect the power adapter to the Covr Router and plug into a power socket. Allow about one

minute to boot up. Once the power LED is green, it's ready. Do not plug the extender yet.

Step 2: You can use either a wired (Ethernet) or wireless (Wi-Fi) connection to set up your Covr Wi-Fi

System.

Step 3: Launch a web browser (such as Internet Explorer) and enter http://covr.local or the IP address of
the router (default 192.168.0.1), or http://dlinkrouter.local into the address bar:

DS D hitps//covr.local.




Step 4: The first time you log in, the wizard will automatically start. If you are prompted to log in, enter
your password (blank by default) and click Log in. From the Home screen, hover over Settings at the top
and click Wizard. Click Next to continue.

Y <
@ —\d=b/ ) () ¢ W

Internet COVR-2600R COVR-1300E Wi-Fi Client

This wizard will guide you through a step-by-step process to configure your Covr
Wi-Fi system.

Step 1: Install the Covr Extender (COVR-1300E)
Step 2: Configure your Network and Wi-Fi settings
Step 3: Set your Covr Router (COVR-2600R) password

Step 4: Relocate the Covr Extender (COVR-1300E)

English Next

Step 5: Connect the power adapter to the COVR extender and plug it in near the router. Click Next and
allow up to two minutes for the extender to boot up and connect to the router.

Install The Covr Extender ><

= Plug in the Covr Extender next to the Covr Router_ If the Covr Extender does not
turn on, press the Power button on the back of the umit.
= Wait 120 seconds for the Covr Extender to tum on, then click Next,

- =

COVR-2600R COVR-1300E




Step 6: Once the following screen appears, click Next to continue.

Install The Covr Extender ><

Your Covr Extender was detected and successfully installed. Click Next to

= ) ( M

COVR-2600R COVR-1300E




Step 7: The router will automatically try to detect your connection. If you have PPPoE, you will be
prompted to enter your PPPoE user name and password (see step 8). For cable and dynamic connections,

if detected, skip to step 7.

If the router cannot detect the connection type, the following screen will appear. Select the type of
Internet connection you have and click Next. If you have a static connection, select Static IP Address
Connection and you will be prompted to enter the IP address, subnet mask, default gateway, and DNS

server(s) address(es). Skip to step 9.

X
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Internet COVR-2600R COVR-1300E Wi-Fi Client

Please select your Intemet connection type below:

@ DHCP Connection (Dynamic IP Address)

Choose this option if your Intemet connection automatically provides you with
an IP Address. Most Cable Modems use this type of connection.

O Username/Password Connection (PPPcE)

Choose this option if your Intermet connection reguires a username and
passowrd to get online. Most DSL modems use this type of connection.

() static IP Address Connection

Choose this option if your Intermet Service Provider provided you with [P
Address information that has to be manually configured

o




Step 8: If you have PPPoE (most DSL), enter your PPPoE user name and password. Click Next to

continue.

a
=) M) ¢l

Internet COVR-2600R COVR-1300E Wi-Fi Client

Tao set up this Internet connection, you will need o have a User Name from your
Intermnet Service Provider. If you do not have this information, please contact your
ISP.

Username: | |

Password: | |

Step 9: Enter a Wi-Fi network name (SSID) and a Wi-Fi password. This name and password will be
assigned to both the 2.4GHz and 5GHz bands on both the router and extender. Click Next to continue.

wrsennss RS
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Internet COVR-2600R COVR-1300E Wi-Fi Client

To set up a Wi-Fi network you will need to give your Wi-Fi network a name (S3ID)
and password.

Covr Wi-Fi Network Name:
| dlink—EES_ﬁ |

Covr Wi-Fi Password:
| wzkbu31567 [




Step 10: Enter a password for your COVR devices. This password will be used to access the web UI and

the Wi-Fi app for both the router and extender. Write it down and then click Next to continue.

.
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Internet COVR-2600R COVR-1300E Wi-Fi Client

By default, your new D-Link device does not have a password configured for
administrator access o the Web-based configuration utility, To secure your new

device, please create a password below

Admin Password: | giink12345 |

Step 11: A summary page will display your settings. If you want to make changes, click Back, otherwise

click Finish to continue.

®— &) (m) (|

Internet COVR-2600R COVR-1300E Wi-Fi Client

Below is a summary of your Wi-Fi security and device password seltings. Please
make a note of your settings and click "Finish".

Connection Type: Dynamic IP (DHCP)
Covr Wi-Fi Network Name: dlink-8E36
Covr Wi-Fi Password: wzkbu3 1567
Device Admin Password: diink12345




Step 12: Click Finish to save your settings.

Covr Extender Placement ><

Your Covr Wi-Fi System has been set up.

You may now unplug the Covr Extender and place it in a location between your
Covr Router and the Wi-Fi weak area or deadzone. Once placed, verify that all
five LEDs are solid green. If the two uplink LEDs are not solid green, move the
Covr Extender closer to the Covr Router until they are.

Alternatively, you may connect the Covr Extender to the Covr Router using an
Ethernet cable for better performance.

NOTE: Do not place the Covr Extender in 3 Wi-Fi weak spot or deadzone. The Covr
Extender needs a strong signal from the Covr Router to work properly

After finishing the configuration of your router and extender and the router boots back up, you may
unplug the extender and place in a location between your router and any dead zones. When you plug the
extender in, allow up to two minutes to boot. The LEDs will indicate your connection quality to the router.
Green means it is a good connection, orange means a fair connection, and red means a poor connection.
If orange or red, move the extender closer to the router.



Method 2: Setup by using D-Link Wi-Fi app
Step 1: Connect your mobile device (mobile phone or tablet) to Wi-Fi SSID/password written on the label
at the bottom of your DIR-883 router:

D"Li LS. Dir-as3
o

cOOCEI 0. .0,

== I Y

=1 LL T : .~
C I ADAET BESAEGE
SRR LRI T BT T

Step 2: Install D-Link Wi-Fi App to your mobile device. It's supportable by both Android and iOS.

Step 3: Launch D-Link Wi-Fi App. If your device is connected to SSID on the label, Covr-2600R will be

automatically scanned:

Connect ta your new device by going to Settings >
Wi-Fi and select the Wi-Fi network named "dlink-

XXXX" which is an the Wi-Fi Configuration Card then
return to the app and tap NEXT.

Wi-Fl

dlink-xxxx

COVR-2600R
AD:AB:1B:95:8E:96

NEXT
NEXT
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Step 4: Follow the instruction to power up Covr Extender:

4 Install b £ Looking For Covr Extender... X Install X

Power up the Covr Extender next to the Covr
Router. Wait 120 seconds for the Covr Extender
to turn on, then tap NEXT.

Your Covr Extender was detected and
successfully installed. Tap Next to continue.

e

119

NEXT NEXT

Step 5: Input the PPPoE connection username and password: (If you're not sure about it, please contact
your ISP)

£ PPPOE A

To setup this internet connection, you will nedd to
have a username and password from your internet
service provider.

B e

NEXT
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Step 6: Input the SSID and password you’d like to set:
£ Wi-Fi Settings X

To setup a Wi-Fi network you will need to give your
Wi-Fi network a name (SSID) and password.

DKT-883

12345678

The password must contain at least 8 characters.
en/ @
—

NEXT

Step 7: Input the admin password you’d like to set:

4 Device Password X

Create an Admin password for your device. This
password is used to access the device's web-based
configuration utility.

The password must be between 6 and 15 characters.

Remember password

Enable remember password will allow you to access
device without entering password.

NEXT

12



Step 8: Confirm the related information again. If there’s no problem, click SAVE:

4 Setup Complete X

The setup is completed. Tap SAVE button to apply
settings and start to reboot the device. It may take few

minutes to reboot.
Mode Covr
Device Password 12345678
Wi-Fi Network DKT-883
Wi-Fi Password 12345678

Please note down these settings for future
reference.

SAVE

Step 9: You can place your Covr Extender to where you would like to place now. Make sure all 5 LEDs do

turn solid green. If not, move the Extender closer to the router:

4 Placement X

Install the Covr Extender between your Covr
Router and the Wi-Fi weak area. If all five LEDs
do not turn green, move the Extender closer to
the Router.

NEXT

13



Q2: Can I use a wired connection to set up the router and the

extender?

There is a wired backhaul option. You can connect the Covr router to the Covr extender using an Ethernet

cable for better performance. However, the guest zone setting will not be supported.

14



Q3: What is the uniqueness of COVR-3902 compare to traditional

routers plus range extender solutions?

Unlike traditional routers plus range extender solutions where you need to switch from one to another to
get the best connection, COVR-3902 works as one network, and automatically connects you to the

strongest, most robust signal as you move throughout your home

15



Q4: Why DAP-1655 Wi-Fi Range Extender can’t receive signal from

DIR-883?

1. Ensure the router is in a well-ventilated and open area (Do not put the router in a cabinet
or enclosed area).

2. Check and change the location of your DAP-1655 - even a subtle change (2-3 feet) can make a big
difference.
- Make sure that you move DAP-1655 to the place that the uplink LEDs can be solid green which indicates a

solid connection to the uplink router.

Uplink LED for 2.4GHz/5GHz

O €& 6 6 6

3. Other devices that use 2.4GHz/5GHz wireless band will interfere with your wireless network, including
Microwave, wireless cameras, baby monitors...etc. Place other devices in a different area if they are

close to each other if you could.

16



Q5: What does the WI-FI button on the back of my COVR-3902 do?

The WI-FI button on the back of the COVR-3902 is to turn the Wi-Fi On or Off from the router or the extender.

Do not push the Wi-Fi button on the back of the Covr Router or Extender unless you would like to turn the Wi-Fi off.
Note: If the 2.4Hz and 5GHz lights are not lit on the device, push and hold the Wi-Fi button on the back for 1
second.

Covr router:

WIF| turned ON WIFI turned OFF

Covr Extender

WIFI turned OFF WIF| turned ON

17



Q6: Does COVR-3902 support AirPlay and Time Machine backups to
a connected USB drive?

COVR-3902 supports AirPlay, but not supported for the function of Time Machine.

Note: AirPlay is a proprietary protocol stack/suite developed by Apple Inc.

That allows wireless streaming between devices of audio, video, device screens, and photos, together
with related metadata. Originally implemented only in Apple's software and devices, it was called AirTunes and
used for audio only. Apple has since licensed the AirPlay protocol stack as a third-party software

component technology to manufacturer partners for them to use in their products in order to be compatible with

Apple's devices.

18



Q7: Does the extender also have MU-MIMO?

COVR1300E (extender) is Wave 2 support solution included MU-MIMO.

MU-MIMO

Note: Multi-user, multiple-input, multiple-output technology

Better known as MU-MIMO (Next-Gen AC or AC Wave 2), allows a Wi-Fi router to communicate with multiple
devices simultaneously. This decreases the time each device has to wait for a signal and dramatically speeds up
your network. Considering that the average household has upwards of eight devices battling for bandwidth

simultaneously, MU-MIMO will increasingly improve your Wi-Fi experience.

To use MU-MIMO, you must first have a router that supports the technology. Wi-Fi Routers operating on older
standards such as Wireless-A, B, G, and N do not support MU-MIMO, and it's only a feature in some of the later
Wireless-AC routers. Your safest bet is to look for a router that explicitly states it supports MU-MIMO, Next-Gen

AC, or AC Wave 2.

19



Device Setup/Installation

Q8: How do I login to my router?

Verify that your computer is connected to the router either via an Ethernet cable or wireless connection,
then follow the steps below:

Step 1: Open your web browser and enter the IP address of the router into the address bar (not in
google). The default IP is 192.168.0.1, or using the link: http://dlinkrouter.local.

Q )| B hetp://192168.0.1/

File Edit View Favortes Tools Help

+You Search Images Maps Play

Step 2: You should be taken to a D-Link login page. By default, the username is admin and no password

is required.

I
D-Linlc  ode Name: COVR-2800R Herdware Version: A1 Firmware Version: 1.00 Larguage:l English u

Admin Password:

Note: Administering a Router over Wi-Fi:
Setting up a router for the first time is best done over a wired connection so that your connection isn't
dropped if the security or wireless settings are changed the process. However, it can be done over wireless

too.

When connecting to a router via Wi-Fi, keep the computer close to the router - in the same room if

necessary - to avoid connection drops due to interference or weak wireless signals.

20



Q9: How do I change the login password?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.

Then login and follow the steps below:

Step 1: Click Management -> System Admin

D-L-ink Home | Settings Features Management
COVR-2600R HW-A1 FW:1.00
%
@ Internet Connected aE—_—
: y ; ; ; : C ted Client:
Click on any item in the diagram for more information. S System Log
(W
i |
Intermet COVR-2600R ) >
e~ Upgrade
/ %
} ' { ‘ ! ! ,' : Statistics
USB Device . .
I-! E
Step 2: Fill in the password you’d like to set and click Save:
D'IM Home I Settings Features ! Management

Admin

The admin account can change all router settings. To keep your router secure, you should give the admin
account a strong password

21



Q10: How do I set up and secure my wireless connection?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Settings -> Wireless

i :
D -Li“k Home Settings Features Management

COVR-2600R HW-A1 FW:1.00

-

Wizard
@ Internet Connected |
Click on any item in the diagram for more information. Internet Conneied Cigaied
Wireless . (( D
Internet COVR 3 Extenders: 1
Network
~/ ! \é USB Sharing | | Q
T e —— -
USB Device
=]

22



Step 2: In the wireless Wi-Fi name (SSID) field (for both the 2.4 and 5GHz sections), erase the default
name (dlink-xxxxx) and enter a unique wireless network name (This is the name you will see when

scanning for wireless networks on your computer/wireless device).

In the password field, remove the default password and enter a new one of your choice. (Must be a
minimum of 8 characters), then click Save.

" ; S
D Litlk- Home Settings | Features Management

Wireless

Use thiz section to configure the wireless settings for your D-Link Router. Pleazse make sure that any
changes made in this section will need to be updated on your wireless device

[{=]

ttings >=Wiraless Guest Zon m

Covr Wi-Fi System
MU-MIMO: |

Wi-Fi

\Wi-Fi Name .;55|D_1:| COVR-3302 |

Password: | 12345678 ® |

Advanced Seitings..
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General Settings

Q11: How to clone my PC MAC address to the router?

Some cable internet providers may request you to clone PC Mac address in order to go online through the
router. It is recommended to clone MAC address from computer which was able to go online when

connected to modem.

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Setting -> Internet 1

D“Litlk- Home Settings Features Management

COVR-ZA00R HW:AT FW=1.00

Wizand

@® Internet Connected

: : ; - = aicntz: 2
Click on-any item in the diagram for more information. m
Wireless (( E|

ntemet COVR Extenders: 1
MNetwork
_ , \é USB Sharing /
T —— g
LS8 Device

Internet
IPv4 | IPvE
Cable Status: Connected MAC Address: AlvAB:1B:95:8E:58
Connection Type: DCynamic I[P (DHCP) IP Address: 1727237
Network Status: Connected Subnet Mask: 2552552550
Connection Uptime: 0 Day 0 Hour 20 Min 32 Sec Default Gateway: 172172254

Primary DNS Server: 192.165.165.245
Releaze IP Address
Secondary DNS Server: 192.165.168.201

Go to settings (3

24



Step 2: Click Advanced Setting

nm Home Zetfings Features Management

Internet

T Use this section to configure your Intemet Connection type. There are several connection types to choose
’ T from Static IP, DHCP, PPPoE, PPTP, LZTP and DS-Lite. If you are unsuns of your connection method,
k. | b pleaze contact your Intemet senvice provider. Mote: If using the PPPoE option, you will need to remove or

dizable any PPPoE client software on your computers.

gl.

VLAN P

-
Cattimns == Infarmed
HEUINGS == IMEMmel

My Intemet Connection is: | Dynamic IP (DHCP)

_ Advanced Settings.

25



Step 3: Key in Mac address or select one Mac address from the drop-down menu and click Save

Dm Home | Settings | Features | Management

Internet

\ Use this section to configure your Intermet Conneclion iype. There are several connection types to choose
s e S from Stafic 1P, DHCP, PPPoE, PPTP, L2TP and D3-Lite. If you are unsure of your connection method,
! | | 1 please contact your Infermet senvice provider. Mote: If using the PPPoE option, you will need to remove or
dizable any PPPoE client software on your computers.

Seitings == Intemet == [Pvd VLAN IPvE Save

My Intermet Connsction is: | Dynamic 1P {DHCP)

Advanced Settings..

Host Mame: | D-Link

Primary ONS Server: | 1685.168.250

Secondary DNS Server

MTLU: | Auto

MAC Address Clone: << MAC Address
<< MAC Address

00:21.CC.5E0D:52

COPYRIGHT 2 20168 D-Link

26



Q12: How do I configure DHCP reservation?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.

Then login and follow the steps below:
Step 1: Click Connected Clients from the Home Tab:

= e ——
D'Li!!k B Home | Settings Features Management

@® Internet Connected

Click on any item in the diagram for more information.

Connected Chents: 2

(N

Internet COVR-2600R Ex :nders: 1

v—{ ) ‘m

USB Device

=
0

Step 2: Click the Pencil Icon next to your client you’'d like to adjust:

Connected Clients

You can block a device from accessing your network completely.

08384NBWINT s 0B3GENEWINT 4
[ | Flextronics 1921820456 | R | intel 102 188.0.104
Farental Controf: Disabied Farental Contral: Disabled

27



Step 3: Click Reserve IP to enable the function. Fill in the reserved IP address, then click Save.

X

Edit Rule

Mame: | DBIBANBWINT |

“endor, Flextronics
MAC Address: D02 1co:eDd52
IP Address: 192.168.0.156

FReserve 1P- Enabled I Remaining 24

}_| 182 168.0.156 X
[t will take effect after rec onnecting

Parental Control

Save

[P Address (Resenved

28



Q13: How do I configure 802.11 mode on my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Settings -> Wireless

b e—
D'Link ) Home Settings Features Management

OVR-2600R HW-A1 FW-1.0(

h "

Wizard
@ Internet Connected |
Click on any item in the diagram for more information. Internet i
Wireless (( D
Internet COVR Network Extenders: 1

, i ! \é USB Sharing

USB Device

29



Step 2: Click Advanced Settings, and select Security Mode:

Settings >> Wireless

Guest Zone Save
Covr Wi-Fi System
Status: RS I
MU-MIMO: [SyETl ] I
Wi-Fi
Wi-Fi Name (SSID): ‘ COvVR-3902 ‘
Password:‘ 12345675 ‘
Advanced Settings...

Security Mode: | WPA/WPAZ-Personal

Transmission Power: | High

Schedule:

Always Enable

<J<]<

Step 3: Click Save to save your configuration.
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Q14: How do I change the router’s IP address?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Settings -> Network

D -Ili“k Home Settings Features Management

COVR-2600R HW-A1 FW:1.00

b

Wizard

® Internet Connected

Click on any item in the diagram for more information. Internet

Wireless ' (( EI
Internet COV! F Extenders: 1

_ ~/ '\é .US-BSharing ' : g

USB Device

Connected Clients: 2
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Step 2: Change the IP address as needed under Network Setting, and click Save

D-Link Home | Settings | Features |  Management

Network

| Use this section to configure the network setings for your device. You can enter 8 name for your device in
the management ink field. and use the link to access web Ul in 5 web browser. We recommend you

H—— -_'-_‘| change the management link if there are more than one D-Link devices within the network.
|

Settings >> Network Save

Metwork Settings

P AN IP Address: | 192.168.0.9 b4

Subnet Mashk: | 255.255.255.0

Management Link: hifpJ/| dlinkrouter locall

Local Domain Mame:

Enable GNS Retay: = =1 I

32



Q15: How do I enable remote management for my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Management -> System Admin

D-Link

>
COVR-2600R HW:AT FW-1.00

Home Seftings Features Management

e

Time & Schedule

@® Internet Connected

Connected Client:

Click on any item in the diagram for more information. System Log
' (( EI System Admin
Internet COVR-2600R
- Upgrade
' "' \ ! ! , -', Statistics
USB Device .
==

Step 2: Click Advanced Settings, and enable Remote Management, then click Save. The default

remote management port: 8080.

Management >> Admin Sysiem Save

Admin Password

PASSWOrD™ | sesessss

Enable Graphical Authentication (CAPTCHAL):

Advanced Seitings.

Administration

Enable HTTPS Server: RSkl
Enable Remote Management. JESE s I

Remote Admin Port: | 8080 Use HTTPS: E

Note: To access your router remotely, from a web browser enter: http://<your WAN IP>:8080.
e.g. http://172.17.2.37:8080
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You can find your WAN IP by clicking on the Home tab. It will be displayed under the Internet Section.

@® Internet Connected

Ciick on any item in the diagram for more information.

Internet

Cable Status:
Connection Type:
Network Status:

Intemei

Connected
Dynamic [P {DHCP)
Connected

Connection Uptime: D Day O Hour 40 Min 17 Sec

Releass P Address

COVR-2600R

34

=y

MAC Address:

IP Address:

Subnet Mask:
Default Gateway:
Primary DN 5 Server:

Connected Cheniz: 2

e »

Extenders: 1

\ !

UZB Device

IPv4 | IPvE

AlAB:1B:95:8E:58
17217237
255.255.255.0
172172254

192 168.165.249

Secondary DNS Server: 152.165.165.21

Go to settings [—:}}



Q16: How to access the USB on my router?

Step 1: Connect your USB drive to the USB port on your router.
Step 2: Click on the Setting -> USB Sharing, and confirm if “Windows File Sharing (SAMBA)"” is
enabled:

D-Link

Home Seftings Features Management

2OVR-2600R H:AT PAE1.00

@ Internet Connected s
- 2 : > e Connected Chenis: 2
Click on any item in the diagram for more information. Internet
Wireless [ ((
Internet W] 3 E ers; 1
nieme COVR Network Extenders
_ ? ‘iT USH Sharing f Q
b T —
Us8 Device
Internet
IPvd | |PvE
Cable Status: Connected MAC Address: AD-AB:1B:95:8E:0B
Connection Type: Dynamic I[P {DHCF) IP Address: 17247237
MNetwork Status: Connected Subnet Mask: 2552552550
Connection Uptime: 0 Day O Hour 47 Min 0 Sec Default Gateway: 172172254

_ Primary DN5 Server: 192 1658.168.249
Reieaze [P Address
Secondary DN S Server: 192 165.1658.201

el s
Go to seltings (2
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Dm Home Settings . Features Management

COVR-2000R HWEAT FW:1.00

USB Sharing

__"1____ et = = i rt
The built-in UPnP media server sireams music, videos, and photos stored on an attsched US8 drive to
fE ) PCs, smariphones, tablets, smart TVs, or other media devices on your network. Access your files on your
C‘/{\._;) local nebwork using SAMBA or UPnP media sharing
ot
Settings == USE Sharing Save

UPnP Media Server

UPNFP Media Server: | COVR-2600R_DMS

Windows File Sharing (SAMBA)

Windows File Sharing: | Reguire router's admin password

36



Step 3: Click on "Windows key # + R” on your key board. Then type “"\\192.168.0.1" and press OK.
(192.168.0.1: Your router IP address). Then your US

Type the name of a program, folder, document, or Internet
resource, and Windows will open it for you.

L=<

Open: 4192.168.0.1

||

Cancel

[ e |

Step 4: Right click your USB Drive and select Map Network Drive.

-

B drive shall be accessible.

= Libraries
3 Documents
dr'i' Music
[ Pictures
= Videos

i Computer
& os(@)
=a D-Link (D)
L Volurne 2 (V192,168
L Volume 1 (0192168

‘?j Metwork

Always available offline
Restore previous versions

Scan for threats

Scan Kingston_DataTraveler 00541
Map network drive...

Copy

Create shortcut

Properties

e - B =
P
Ve (o) M Network » 192168.0.1 »
Organize = Metwork and Sharing Center View remote printers
4 Favorites l f :
Bl Desktop Y Open
g, | Open in new window
4 Downloads
U Browse with IrfanView
= | Recent Places
1-Zip k
CRC SHA 2
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Step 5: Select your desired Drive Letter and Click Finish

) ﬁ, Map Metwork Drive

r %)

What network folder would you like to map?

Specify the drive letter for the connection and the folder that you want to connect to:

Dirive: IX. v]

Folder: -‘xlg.?-lﬁﬂﬂlwlngztc r1_|5| atal'l'ra-;'gler_i].l{]g-ii * Browse..,
Exarnple: \\server\share
Reconnect at logon

[ Connect using different credentials

Connect to @ Web site that vou can use to store vour documents and pictures,

Finish | | Cancel
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Q17: Does DIR-883 support bridge mode?

DIR-883 does not support bridge mode. Currently, the models support bridge mode are: DIR-895L,
DIR-885L, DIR-880L, DIR-868L, DIR-865L, DIR-605L.
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Q18: Does DIR-883 support VLAN?

No, DIR-883 does not support VLAN feature.
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Firmware Upgrade/Checking

Q19: How to upgrade firmware for router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Management -> Upgrade

5 O
D '_Link o Home Setlings Features Management

Time & Schedule

@® Internet Connected
Connected Client:

Click on any item in the diagram for more information. Systfilh Log

(( D Syst min
Int { COVR-2600R

-~ |

USB Device

W
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Step 2: Click Select File to browse for the firmware:

Dm Home | Settings Features Management .

Upgrade

Your router can automatically detect firmware updates, but requires your suthorzation to install them. It is
alzo pozsible to check for new firmware manually, upgrade firmware from a local file

Firmware may use code that i subject to the GPL Soenses: For more information, visit

Management >> Upgrade

Firmware Information

Current Firmmware Version: 1.00
Curmreni Firmware Date; 2017-05-25 1144:33

Check for New Firmware

Upgrade Manually

Upgrade Firmware: Select File _
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Step 3: Click Upload

Upgrade

'”/ Your router can automatically detect firmware updates, but reguires your authorization to install them. ltis
also possible to check for new firnware manually, upgrade firmware from a local file.

Management >> Upgrade
Firmware

Current Firmware Version: 1.00, Fri 02 Jun 2017
Current Firmware Date: 2017-06-02 05:20:00

Check for New Firmware

Upgrade Firmware: Select File DIR&33A1_FW100B07 _bin
tpoad B [ \
Firmware you selected to upload

Upgrade Manually
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Q20: How to check firmware version of router?

1. Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address

bar. The firmware version can be found at the upper right of the page.

D—Link Model Name: COVR-2600R Hardware Version: Al Firmware Version: 1.00 Language:| English W

\

Admin Password:

COPYRIGHT @ 2016 D-Link License Agreement

2. Or click Management -> System Admin:

- .
D -Link Home | Settings Features Management

COVR-2600R HW:A1 FW:1.00
U pg rade Time & Schedule

Your router can automatically detect firmware updates, but requires your authorizati System Log
also possible to check for new firmware manually, upgrade firmware from a local fi'-

Upgrade

] O o e TR T
vianagement == UJ

Statistics

s —

Current Firmware Version: 1.00, Fri 02 Jun 2017

Current Firmware Date: 2017-06-02 05:20:00

Check for New Firmware
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Factory Reset

Q21: How to reset my router to factory default setting?

If you forget the password of your router’s configuration interface, you can do a factory reset to return the
settings to the factory defaults.

Impact of Factory Reset:

(1) Erase all current settings, and this action cannot be undone.

(2) The password for the Administrator (Admin) account will be reset to the default.

(3) Resetting the router does not reset the firmware to the previous version

Step 1: With the unit on, use the end of a paperclip to press the reset button for seven seconds, which is
located inside a small hole on the base of the unit. The power light on the front of the router will turn
orange to indicate that the unit is restarting.

Step 2: The unit will reboot automatically. Once the power light stops blinking, the unit has been reset
and is ready to use.
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Q22: How do I backup/restore the configuration on my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Management -> System Admin

D -L-in-k . Home I Settings Features Management

&
COVR-2600R HW:A1 FW:1.00

Time & Schedule
® Internet Connected
~ Cli c
Click on any item in the diagram for more information. Connetled Clienk System Log
e

Internet COVR-2600R

Upgrade
J ‘.. '\ ! ! { .! Statistics

. USB Device
=%

Step 2: Click System

System Save

Admin Password

Password: | sessssss

Enable Graphical Authentication (CAPTCHA) :|

Advanced Settings
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Step 3: Click Save to save the configuration to local hard drive:

Management >> System

System

Save Settings To Local Hard Drive

Load Settings From Local Hard Drive:

Restore To Factory Default Settings:

Select File

Restore

47
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Save




Step 4: To restore your configuration, click the Select File button and select your configuration backup

file from your local hard drive. Once selected, click Restore.

Management == System Admin Save
System
Save Settings To Local Hard Drive: Save
Load Settings From Local Hard Drive: Select File
Hlesmre TD Fmtory DErm't Seui-lgs.:
s [ il
D -Li“k Home | Settings | Features Management

COVR-2600R HWA1 FW:1.00

System

; e This page lets you save your router's current settings to a file, restore your settings from a file, restore
) = your router to factory default seitings, or reboot the device. Please note that restoring the settings to the
e — y factory defaults will erase all settings, including any rules you have created.

Management >> System Admin Save
System
Save Settings To Local Hard Drive: Save configuration file you selected
Load Settings From Local Hard Drive Select File

Restore

Restore To Factory Default Settings: Restare
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Definitions

Q23: What is WPS?

Wi-Fi Protected Setup (WPS) is a standard to connect wireless devices together easily and secure. To use

WPS, your product must support WPS and be compatible with WPA/WPA?2 security.
To use, simply press the WPS button on your router or access point, and then press the WPS button on

your wireless client (sometimes may be enabled by software) within 2 minutes. The router/access point

will automatically configure your client with your Wi-Fi name (SSID) and Wi-Fi password.
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Guest Zone Setting

Q24: How do I enable Guest Zone/Guest Access on my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Settings -> Wireless

3 P ——————————
D-_Lill_k S Home Settings Features Management
Wizard
. : : : : Connected Clients: 1
Click on any item in the diagram for more information. . R
Wireless (( D
Internet COVR Extenders: 0
Network

\é USB Sharing

Step 2: Click the Guest Zone tab:

DLink 5 T F -
mome Seltngs Fealures Management

Wireless

Uze this section to configure the wireless setfings for your D-Link Router, Please make zure that any
changes made in this secton will need to be updated on your wireless device
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Step 3: Configure Guest Zone and click Save:

Settings >> Wireless >> Guest Zone Wi-Fi
2.4GHz
Status:
Wi-Fi Name (SSID): ‘ diink-guest _
Password:
5GHz

Wi-Fi Name (SSID): | dlink-guest-5GHz '

Password:
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Connection Checking/Troubleshooting

Q25: How many simultaneous users can my Wi-Fi network handle?

The more devices that are simultaneously connected to your device, the slower the transfer speed will be

for each device. D-Link recommends 15 simultaneously connected users as the maximum number.
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Q26: My router is dropping connections, how to fix this?

If your router is not performing properly (freezing, automatically rebooting, disconnecting...etc.), this

could be happening for a number of reasons.

Please check the following:

1. Ensure the router is in a well ventilated area. If the router does not get adequate airflow, it could
overheat.

2. Ensure the firmware is up to date.
Firmware is the "brain" of the router, it is the programming that tells it how to work. D-Link will release
new firmware versions when bugs are reported and fixed. Upgrading the firmware may correct issues
you are experiencing.
Please follow this link for instructions of how to upgrade the firmware- How to upgrade firmware for

router?

3. Perform a factory reset on the router. Please follow this link for instructions: Reset your router to

factory default setting?
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Q27: What can I do if I'm having wireless connection problems?

If you are experiencing any of the below wireless problems:
- Slow Wireless Speeds
- Wireless Connection Drops

- Low Wireless Signal

Note: An easy way to determine if the issue is with the router or with the wireless device is to see if the
issue exists on multiple devices. If you internet is slow or is only dropping on one of multiple
devices/computers, then the issue is probably not with the router. If the router is the main cause, all
devices connected will be affected.

1. Check or change the location of your router. Even a subtle changes (2-3 feet) can make a big
difference.
- Ensure the router is in a well ventilated and open area. Do not put the router in a cabinet

or enclosed area

- Other devices that use the 2.4GHz/5GHz wireless band will interfere with your wireless network,
these include microwaves, wireless cameras, baby monitors. If needed, place the router or the other
devices in a different area if they are close to each other.

- Wireless signals will degrade (or die completely) when going through brick (fireplace), metal (file

cabinet), steel, lead, mirrors, water (fish tank), large appliances, glass, etc.

2. Ensure that your router is running the latest firmware version. Please follow this link for

instructions of how to upgrade the firmware- How to upgrade firmware for router?
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Q28 Why won’t my VoIP device work with my router?

1.

Please confirm if you load the latest firmware in your router. You can review the process of firmware

version checking and upgrading process below:

(1) Firmware version checking: How to check firmware version for your router?

(2) Firmware upgrade process: How to upgrade firmware for your router?

Disable the SIP ALG feature on your router

SIP ALG allows devices and applications using VoIP (Voice over IP) to communicate across NAT. Some
VoIP applications and devices have the ability to discover NAT devices and work around them. This
ALG may interfere with the operation of such devices. If you are having trouble making VoIP calls, try
turning this ALG off.

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address
bar. Then login and follow the steps below:

Step 1: First, click Feature -> Firewall:

- p —_—
D'FLll!k- _ = Home | Settings Features | Management

QoS Engine |

@® Internet Connected

Click on any item in the diagram for more information 3

Port Forwarding

m

nternet COVR-2600R xtenders: 1

Website Filter
g [\ ! ! [ Static Route A g
Dynamic DNS

Quick VPN
e —.
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Step 2: Then, click Advanced Settings:

D-Link —

Firewall Settings

Setlings

Features

Management

Your router's high-performance firewall feature continuously monitors Internet traffic, protecting your

network and connected devices from malicious Intermnet attacks.

Advanced == Firewall Seliings »> Advanced IPv4 Rules IPvE Rules Save:
Enable DMZ: Disabled
Enablze SP| |Py4: Dizabled
Enabie Anti-spoof Checking: Dizabled
IPvE Simple Security:
IPvE Ingress Filtering: Dizabled
Advanced Setfings..




Step 3: Then try to click SIP to disable SIP ALG, and click Save:

Firewall Settings

Your router's high-performance firewall feature connuously monitors Internet traffic, protecting your
nebwork and connected devices from malicious Intermet attacks.

Advanced == Firewall Settings >> Advanced 1Pv4 Rules |IPvE Rules Save

Enable SP| [Pvd:

e 2

Enabie Anfi-spoof Checking: Disabled

IPvE Simple Secusity:
IPVE Ingress Filtering:

Advanced Setiings...

Application Level Gateway (ALG) Configuration

PPTP: m

iPSec (VPN): B =

o |
s,
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Port Forwarding/Virtual Server Setting

Q29: How do I enable DMZ on my router?

DMZ should only be used if you have a computer/device that cannot run Internet applications properly
from behind the router.

Note: By enabling the DMZ (Demilitarized Zone) feature, you are allowing the router to forward all
incoming traffic from the internet to the device specified, virtually disabling the routers "firewall
protection”. This may expose the device to a variety of security risks, so only use this option as a last

resort.

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Features -> Firewall

- . e —
D 'Ll“k ) = Home Settings Features Management

QoS Engine

@® Internet Connected °

Click on any item in the diagram for more information P

Part Forwarding

nternet COVR-2600R Website Filter Extenders: 1
J \%} Static Route L g
Dynamic DNS
Quick VPN
T —
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Step 2: Click Enable DMZ to toggle the DMZ state, and fill in the IP address of the specified device (One
device only), then click Save.

Features == Firewall >> Advanced 1Pv4 Rules IPvE Rules Save

Enable DMZ: [R=;%1 ]

DMZ IP Address:;

<< Computer Name q

<= Computer Name L E—

il [ 1

1

H I!l
z

Enable SPI IPv4: 192.165.0.121 (COVR-
1300E1785)
Enable Anti-spoof Checking: Disabled 192.168.0.104
— {0B396NBWINT)
IPvG Simple Security: Disabled 192 168.0.164
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Q30: How do I open ports for routers?

Scenario 1: Single Port:
By default, your router will block all incoming connections (into your network) and allow all outgoing
connections to the Internet. In some cases, you may need to allow some connections into your network

(for Example: Using the Remote Desktop Application). To do this, you must open ports on your router.

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:

Step 1: Click Feature -> Port Forwarding

- e ———
D'Llll_k Fialh Home | Settings | Features Management
QoS Engine
® Internet Connected
Click on any item in the diagram for more information. Firewall 4
—
Internet COVR-2600R Extenders: 1

Website Filter
¢ \ ! ! | Siatic Route ! Q
Dynamic DNS

Quick VPN
T

60



Step 2: Click Virtual Server and Add Rule

Dm Home | Settings Features . MManagement

Port Forwarding

Your router helps share a single |P address assigned by your ISP among several clients in your home
Port forwarding allows traffic requests from a specified spplication to be directed to a specified chent
inside.

]

Advanced >> Port Forwarding Virdual Semver Save

Local IP TCP Port UDP Port Schedule Edit Delete

Status
Add Rule Remaining: 24

Dm Home Settings Features Management

Virtual Server

o Your rowter helps share a single |P address assigned by your Intemet service provider among several
) ’f: clientz in your home. Virtual servers are preset por mappings for popular services, ike a8 web or e-mail
senver, that rouie traffic to a specified client inside.

Advanced == Vinual Server Port Forwarding Save

Siatus Mame Local IP Protocol External Port Internal Port Schedule Edit Delete

Add Rule Remaining: 24

Step 3: Create your rule (FTP server as example), then apply

- Name- Enter a name for the rule (i.e. Web Server 1)

- Local IP: Specify the IP address of the device you are opening the port for

- Protocol: Specify the traffic type (TCP or UDP) - Note: If you are not sure, choose BOTH
- External/Internal Port: Enter the port number you want to open (i.e. 21, for FTP)



X

Edit Rule
Mame: | FTP == Application Names
Locat IP: | 182.168.0.156 <<= Computer Mame

Protocol: | TCP

External Port | 21

Intemnal Port | 21

Scheduls | Ablways Enable

Apply

Step 4: Click Save after finish adding your rule.

Dm Home | Settings Features I Management

Virtual Server

[ Your router helps share a single |P address assigned by your intermnet senvice provider amang seversl
x“\ clientz in your home. Virtual servers are preset port mappings for popular services, ke a web or e-mail
W U Y server, that route traffic to a specified client inside.

Advanced == \irtual Server Port Forwarding Save

Internal Port Edit Delete

& FTP 192.168.0.156 TCP 2 21 Always Enable rd ﬁ

Add Rule Remaining: 23
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Scenario 2: Multiple Ports:

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:

Step 1: Click Feature -> Port Forwarding

- m —
D-Llnk Home | Settings Features Management
COVR-2600R HW-A1 FW:1.00

(oS Engine
® Internet Connected
Click on any item in the diagram for more information. Firewall 3
Internet COVR-2600R Extenders: 1

Website Filter

. Static Route .
v— o | =
Dynamic DNS

Quick VPN
T———

Step 2: Enter the TCP port numbers you want to open:

- Name- Enter a name for the rule (i.e. Web Server 1)

- Local IP: Specify the IP address of the device you are opening the port for

- TCP Port: Enter the TCP port numbers you want to open

- UDP Port- Enter the UDP port numbers you want to open

Note: You can enter the ports in multiple different ways- Range (50-100) Individual (80, 68,
888) Mixed (1020-5000, 689)

Create New Rule ><
Mams: | testi
Local IP | 152.168.0.156 192.1658.0.156

TCP Port | 22,23,30-40

UDP Port | 22.23,30-40 )4

Scheduls: | Always Enable
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Step 3: Click Save after finish adding your rule.

D-Link

Home | Setfings Features Management

Port Forwarding

Your router helps share a single |IP address assigned by your ISP among several chents in your home.

= Port forwarding allows traffic requests from a specified application to be directed to a speciiied chent
1 insids.

Advanced == Pori Forwarding

Virtual Semver Save

festt 192.168.0.158 2223 30-40 22.2330-40 Always Enable rd ﬁ

Add Rule Remaining: 23
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Q31: How do I configure inbound filter?

When you use the Virtual Server, Port Forwarding, or Remote Administration features to open specific
ports to traffic from the Internet, you could be increasing the exposure of your LAN to cyberattacks from

the Internet.

In these cases, you can use Inbound Filters to limit that exposure by specifying the IP addresses of
internet hosts that you trust to access your LAN through the ports that you have opened. You might, for
example, only allow access to a game server on your home LAN from the computers of friends whom you

have invited to play the games on that server.

Inbound Filters can be used for limiting access to a server on your network to a system or group of

systems. Filter rules can be used with Virtual Server, Gaming, or Remote Administration features. Each
filter can be used for several functions. For example a "Game Clan" filter might allow all of the members
of a particular gaming group to play several different games for which gaming entries have been created.
Meanwhile, an "Admin" filter might only allow systems from your office network to access the WAN admin
pages and an FTP server you use at home. If you add an IP address to a filter, the change is effected in all

of the places where the filter is used.

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:

Step 1: Click on Features on the top and then Firewall

- T —
D Ll“k - _ Home | Settings Features | IManagement

® Internet Connected sl
Click on any item in the diagram for more information. Firewall
Port Forwarding
Internet COVR-2600R — Extenders 1
J \H Static Route | g
o Dynamic DNS
Quick WYPN
—_—
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Step 2: Click on IPV4 Rules, then select Turn IPV4 Filtering ON and ALLOW rules listed, then
click Add Rule

D.I'mk Home | Settings Features . Management

Firewall Settings

Your router's high-performance firewall feature continuously monitors Intemet traffic, protecting your
network and connected devices from malicious Internet attacks.

Advanced >> Firewall Settings == Advanced IPv4 Rules IEvE Rules Save
Advanced => Firewall Settings == IPv4 Rules Advanced IPvE Rules Save
Tum |Pv4 Filtering OM and ALL OW rules listed
Name Schedule Edit Delete

Add Rule Remaining: 24

Step 3: Create your rule

Edit Rule X
Mame: | Test 1
Source IP Address Range: | WAN 19216811104
Mﬁ“ﬁm'”;ﬁ LAN 192.168.0.156
Protocol & Port Range: | TCP 21
Schedule: | Always Enable
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Step 4: Click Save after adding your rule.

Dm Home | Settings Features ' MManagement

Firewall Settings

The IPv4 rule sechion iz an advance feafure used io deny or allow traffic from passing through the device.

Advanced == Firewall Settings >> (Pvd Rules Advanced IPvb Rules Save

Tum |Pv4 Filtering ON and ALLOW rules listed

Test 1 Abways Enable f @

Add Rule Remaining: 23

Note: If you'd like to block specific IP addresses accessing your router, please select “Turn IPV4
Filtering ON and DENY rules listed” from the drop-down menu.
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Website Filter Setting

Q32: How do I set up website filter on my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Features -> Website Filter

_l_)'m Home Settings Features Management

~ .
WVR-2E00R HW-A1 FW-1.00

(oS Engine

® Internet Connected

Click on any item in the diagram for more information. Firewall

Port Forwarding

nterne COVR-2600 : denders:
Internet COVR. IR Website Filter Extenders: 1
/ \ ! ! / -. Static Route k g

Dynamic DNS

Quick VPN
T———
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Step 2: If you want to create a list of sites to block, select DENY clients access to ONLY these

sites from the drop-down menu. All other sites will be accessible.

Dm Home | Settings | Features Management

Website Filter

The website filters feature allows rules fo be set that restrict access o a specified web address (URL) or
blocks specified keywords in the URL. You can use Website Filler to restrict access to polentially harmiful
and inappropriate websiles.

dvanced == Website Filtes ‘ Save ‘

DENY clients access to ONLY these sites

DENY clients access to OMLY these sites
ALLOW chents access to OMLY these sites

Remﬂining: &

If you want to specify a list of sites to allow, select ALLOW clients access to ONLY these sites from

the drop menu. All other sites will be blocked.
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Step 3: You may specify a maximum of fifteen web sites. To add a new site to the list, click Add Rule, and

enter the URL or domain you wish to deny or allow access to in the Website URL/Domain column, and click

save.
D‘Lillk. Home | Settings Features MManagement
The website filiers feature aliows rules to be set that rezstrict access to a specified web addrezs (URL) or
blocks specified keywords in the URL. You can use Websie Filter fo restrict access to potentially harmdful
and mappropriate websites.
C ‘ Save ‘
DENY clients access to ONLY these sites I

—— -
Sr—

T ining: w

Note:

1. If you wish to delete a rule, click on its trash can icon in the Delete column. If you wish to edit a rule,
simply replace the URL or domain.
2. The https website can’t be blocked by website filter. For example: Facebook, YouTube,

Amazon...etc. If necessary, please apply OpenDNS paid service to fulfill your requirement.

The service website is as below: https://www.opendns.com/setupguide/. There are 15 days for free

trial. Sign up for new account, follow the setup guide to establish the service, and start enjoy the
stunning service provided by Cisco.

Note: Please confirm if DNS relay is enabled. (It's enabled by default)
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System Log & Statistics

Q33: How to check system log for router?

There are 3 methods to check system log of router. Select Management -> System Log, and follow the

methods as below:

& . P,
D'_Ll“k Home Settings | Features Management
R-2600R HW-A1 FW:1.00

Time & Schedule

® Internet Connected

: i i : ) : Connected Client
Click on any item in the diagram for more information. bl System Log
(( D System Admin

Internet COVR-2600R Upgrade
J : \HJ Statistics
USB Device
&
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Method 1: Syslog Settings
Step 1: Download system log server application, ex: Kiwi Syslog Server:

http://www.kiwisyslog.com/free-tools/kiwi-free-syslog-server

Step 2: Click File -> Setup, and fill in the IP address of your network device, then click Add:

|4] Kiwi Syslog Server Setup — = % |
u b4 L_D @ @ @ Inputs Input options
[= Formatting - :
H Custom file formats [~ Beep on every message received
oo Custom DB fi ts
gkt : ki [~ Enable IPwE support
[zl DNS Resolution
- DNS Setup IPv6 support is not available in Free version of Syslog.
s piaa — | UDP input options
Modifiers
Scripting TCP Input options
Display SNMP Input options
Appearance
E-mail Receive messages from below |P addreszes
= Alarms 192 . 168 . 0 1
- Min message count
------ Max message count
- Disk space monitor £
----- Message queue monitor Al =
e [122 88 0 1 Remave |
...... UDP
B Only 5 mes=age sources are allowed in Free version of Sysh
_____ Zecure TCP Get unlimited inputs in the licensed version. =:Buy Now
- SNMP
------ Keep-alive
Test message Sy
Defaults/import/Export -
| Help | ak | Cancel | Apply |

4

Step 3: Enable "Enable Logging to Syslog Server”, and fill in the IP address of the PC installing

Kiwi Syslog Server:

D'I"nk Home Seitings Features Management

System Log

Un-board diagnostics run contnually in the background to monitor the health of your router. The results
are recorded in the system log if it is enabled. This info can be used to diagnose common problems or
help Customer Support resolve issues more quickly

Ir.-l.‘.:.:l:ll.g.!..l.: -I.-I.I . - “
Log Settings
System Log Check System Log

Enable Logoing to Syslog Server m

SysLog Server IP Address | 192.168.0.180 || << Computer Name

SysLog Sattings
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Step 4: You'll be able to check the log in Kiwi Syslog Service Manager as below:

Kiwi Syslog Service Manager (Free Version 9.6}

File Edit WView Manage Help
[ M 4

Date I Time | Priority | Hostname | Message
07-14-2017 15:37:16 Daemon Motice 192.168.0.1 .Jul 14 15:37:15 [RC]: SHTP 5YN success | Current timer is 2017-07-14 15:37:-15
07-14-2017 15:31:40 Daemon Notice 192168.0.1 Jul 14 15:31:39 [RCE SNTP SYN success | Current timer is 2017-07-14 15:31:39
07-14-2017 15:24:06 Daemon.Motice 192.168.0.1 Jul 14 15:24:05 [RC]: SHTP 5YN success | Current timer is 2017-07-14 15:24:05
07-14-2017 15:20:56 Daemon MHotice 192.168.0.1 Jul 14 15:20:55 [RC]: SHTP 5YN success | Current timer is 2017-07-14 15:20:55
07-14-2017 15:19:37 Daemon.Motice 192.168.0.1 Jul 14 15:19:36 [RC]: SHTP S5YN success | Current timer is 2017-07-14 15:19:36
07-14-2017 15:18:22 Daemon Motice 192.168.0.1 Jul 13 20:18:21 [DDNS]: DDNS client connect faultl
07-14-2017 15:15:29 Daemon.Motice 192.168.0.1 Jul 13 20:15:28 [RC]: SHNTP SYN success | Current timer is 2017-07-13 20:15:28
07-14-2017 15:11:23 Daemon Motice 192.168.0.1 Jul 13 22:11:22 [RC]: SHTP 5YN success ! Current timer is 2017-07-13 22:11:22
07-14-2017 15:10:20 Daemon Motice 192.168.0.1 Jul 13 21:10:19 [RC]: SHTP 5YN success | Current timer is 2017-07-13 21:10:19
07-14-2017 15:08:37 Daemon Motice 192 168.0.1 Jul 13 19:08:36 [RC]: SHTP 5YN success | Current timer is 2017-07-13 19:08:36
07-14-2017 15:04:30 Daemon Motice 192.168.0.1 Jul 14 15:04:29 [DDNS]: DDNS chient connect fault
07-14-2017 15:02:58 Daemon Motice 192 168.0.1 Jul 14 15:02:57 [DDNS5]: DDNS client connect fault
07-14-2017 14:57:01 Daemon MHotice 192.168.0.1 Jul 14 14:57:00 [DDNS5]: DDNS client connect fault
07-14-2017 14:55:15 Daemon.Motice 192.168.0.1 Jul 14 14:55:14 [RC]: SHTP 5YN success | Current timer is 2017-07-14 14:55:14
07-14-2017 14:52:15 Local7 Debug 127.00.1 Kiwi S5yslog Server - Test message number 0001

i |Display 00 (Default] |

73



Method 2: E-mail Settings

Step 1: Setup the e-mail information as below:

Managemeni >> Sysiem Log Save

SysLog Settings

Enable Logging to Syslog Server:

E-mail Settings

Enable E-mail Notification: [ | ‘

S

From E-mail Address:| kobebrian0522@gmail.com

To E-mail Address:| kobebrian0522@gmail com

SMTP Server Address:| smtp.gmail.com

SMTP Server Port:| 58T

Enable Authentication: [l =) I

Account Name: | kobebrian(522

Password:| ssesssses

E-mail Log When Full or Or Schedule

Send When Log Full: Disabled

Send on Schedule: EREGE |

Schedule:| Always Enable

Step 2: You will receive the log email:

RGlog & |i#HE x & @
kobebrian0522 <kobebrian0522@gmail.com= 15:47 (42 &rEw) - -
T
[System]

FHH R

[Time]Wed Jul 12 22:49:58 2017
[Message:1]no servers found in /etc/resolv.cont, will retry

[Time]Wed Jul 12 22:50:06 2017
[Message:2]DHCP: Client send DISCOVER.

[Time]Wed Jul 12 22:50:06 2017
[Message:3]DHCP: Client receive OFFER from 172.17.102.210.

[Time]Wed Jul 12 22:50:06 2017
[Message:4|]DHCP: Client send REQUEST. Request [P 172.17.2.92 from 172.17.102.210.

[Time]Wed Jul 12 22:50:06 2017
[Message:5|DHCP: Client receive ACK from 172.17.102.210, IP=172.17.2.92, Lease ime=28800.

[Time]Wed Jul 12 22:50:15 2017
[Message:6]DHCP: Server receive REQUEST from 3c¢:97:0era2:87 e1.

[Time]Wed Jul 12 22:50:15 2017
[Mezsage:T|DHCP: Server sending NAK to 3¢:97:0e:a2:87:e1.

[Time]Wed Jul 12 22:50:15 2017
[Message:8]DHCP: Server receive DISCOVER from 3c:97:0e:a2:87:e1.
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Q34: How to check statistics for router?

Click Management -> Statistics:

COVR-2600R HW-AT EW-1.00 Home | Settings | Features | Management
<
Stahstfcs Time & Schedule
| This page gives you various statistics about data transmitied and res System Log
[T ISy | router through the Internet, on your wired network (LAN), and throug
Ao f bworks.
. Systemn Admin
pgrade
Management == Statistics
e - a g P
100 KBfs
75 KBis
50 KB/s
25 KBfs
{ KB/s —— e - .
Total Packets Total KByte(s) K.Bytelsec
Sent: E4874E5 1010860 0
Received: 6943489 3840538 1

COPYRIGHT @ 2016 D-Link
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DNS/DDNS

Q35: How do I configure Dynamic DNS on my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Features -> Dynamic DNS

D-Link Home Seftings Features Management
COVR-ZE00R HW:AT FWs1.00
Qo0& Engine
@® Internet Connected
<}
Click on any item in the diagram for more information. Firewall i
Pori Forwarding
Internet COVR-2600R Extenders: 1
Website Filter

v _ 1,! If static Route. | Q

Quick WEN

Step 2: Enable Dynamic DNS, and enter your Dynamic DNS account information, then save:

Enable Dynamic DNS |

Status: Disconnected

Server Address. | dimiodns.com dlinkddns.com

Host Mame: | kobebrian.dlinkddng.com

User Mame: | kobebrian

Pazsword. | sess I-Illl

Time Out: | 24 hours
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Note: To register to get the dlinkddns service, please enter the website:

https://www.dlinkddns.com/signin/, then fill in the required information.

m UPGRADE ACCOUNT CHANGE EMAIL CHANGE PASSWORD SUPPORT

Reminder: This service is for D-Link customers only. T you are not a D-Link user and you're looking for a HOW TO
0 way fo remotely access your router, computer, etc., then Dyn would love to offer you an exclusive 25% off

our Remote Access (DynDNS Pro) service, You'll gain access to up to 30 hostnames per account and will never
have to worry about your account expiring! CONTACT

FaQ

LOST PASSWORD

New Account

Username |

|

Password | |
Confirm Password | |
Email | |
|

|

Serial Number |
MAC Address

Ex: 1A28:3C4D.5E6F

® ®

[1A-2B:3C-4D:5E 6F

[Type the text |
Privacy & Terms |

3
% ( me CAPTCHA ™
o ,
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Q36: Why am I unable to register my device with dlinkddns?

When validating your D-Link device with dlinkddns, you may receive an "Unknown Serial
Number/Unknown MAC Address" error.

Please confirm the information you are entering is correct. You can find the needed information on the
product label of the back/bottom of the router/device.

Note: When entering the MAC address, you MUST enter it in the following format, including colons,
e.g. 12:34:56:78:91:01
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Q37: How do I disable DNS relay?

If enabling DNS relay, your computers will use the router for a DNS server.

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Settings -> Network

D'Lil’k Home Settings Features hManagemsnt

COVR-2600R HW:A1 FW:1.00

Wizard

@® Internet Connected

Click on any item in the diagram for more information. Intermat

Wireless (( |_i—|
Internet COoONE m - Exienders: 1
« [ \& ISE Sharing | ; Q

Connected Clients: 3

J

LSE Device
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Step 2: Click to disable DNS Relay, then click Save.

Dm Home | Settingz Features Management

Network

Use this section to configure the network setlings for your device. You can enfer a name for your device in
the management link field, and use the link 1o access web Ul in a web browser. We recommend you
change the management link if there are more than one D-Link devices within the network.

Settings >> Network Save

Metwork Settings

LAMN [P Address: | 192.168.0.1

Subnet Mask: | 2552552550

Management Link- hitpd/| diinkrouter locall

Local Domain MName:

Enable DNS Relay:
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QoS Setting

Q38: How do I configure QoS on my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click Features -> QoS Engine

I?':!:lm _ - B Home Seftings | Features | hManagement
GioS Engine
® Internet Connected |
<
Click on any item in the diagram for more information. Firewall 3
Pori Fonvarding
Internet COVR-2600R Exienders

Website Filter
' Static Route

v— | | &

Dynamic DNS

Quick VPN
T

81



Step 2: To assign a priority level to a device, drag the device card from the Connected Clients list to an
empty slot and release the mouse button. The card will move to the priority slot. If you want to remove a
priority assignment from a device and return it to the All Devices list, click the cross icon in the top right
of the device card.

¢ A maximum of one device can be assigned Highest priority.

¢ A maximum of two devices can be assigned High priority.

¢ A maximum of eight devices can be assigned Medium priority.

Advanced >> QoS Engine Save

Download Speed (Mbps):| 300 @

Upload Speed (Mbps): | 300

Connected Clients

< O08384NBWINT android-22771217 .. ;’)
FLEXTRONICS HTC
192.168.0.101 192.168.0.181

Drag the device cards above fo the priority boxes below

High

Step 3: Click Save to save the current configuration.
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Time/Schedule

Q39: How do I configure the time on my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click on the Maintenance -> Time & Schedule

D'!li!‘y- e Homie | Settings Features | Management |
Time & Schedule
® Internet Connected
! : . ' ) . Connected Client
Click on any item in the diagram for more information. System Log
({ EI System Admin
Internet COVR-2600R
Upgrade
v \ ! ! / Stafistics
T
USB Device
%]
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Step 2: By default, the D-Link NTP server is enabled. Specify the Time Zone if you need to synchronize

the time with the specific region, and enable daylight saving if required, and click Save.

D.I'illk- Home Setfings | Features | Management

Time

Your router's intemal clock iz used for data logaging and schedules for features. The date and time can be
synchronized with a public time 2enver on the Internet; or sef manually.

Management >> System Time Schedule Save

Time Configuration

Time Zone: | (GMT+08:00) Taipei

Time: 2017/07/04 01:37:21 AM
i
Enabie Daylight Saving: |

Automatic Time Configuration

Update Time Using an NTP Server: [SE D =) —‘

NTP Server, | E-LnicNi P Seiver DO-Link MTP Server
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Note: To manually specify the time, change the automatic time configuration to Disabled, then adjust
time as needed and click Save.

Time

“our router's internal clock is used for data logging and schedules for features. The date and Bme can be
synchronized with-a public ime zerver on the Intemet, or s2t manually.

Management >> System Time Schedule m

Time Configuration

Time Zone; | (GMT+0500) Taipei

Time: 2017/07/04 01:38:20 AM
Enabie Daylight Saving

Automatic Time Configuration

Update Time Using an NTP Server
L

Manual Time Configuration

Date; | 2017 o7 04 {(Year! Month' Day )
Time: | 09 25 (Hour! Minute)
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Q40: How do I create schedule on my router?

Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.
Then login and follow the steps below:
Step 1: Click on the Maintenance -> Time & Schedule

D-Link Home | Settings Features | | Management |

CMVR-IRONR EW: A1 B4 NN
OVR-2600R HW-AT1 FW-1.00

® Internet Connected

! : . . y . Connected Client
Click on any item in the diagram for more information. L System Log
(( EI System Admin
Intarnet COVR-2600R
Upgrade
) [ 3 ! I g Stafistics
. : T——
USB Device

Step 2: Click Schedule:

- x N .
D I'illk Home Setiings Features Management

Your router's intemal clock is used for data logging and schedules for features. The date and fime can be
synchronized with a public time server on the Intemet, or set manually

Management >> System Time Schedule Save
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Step 3: Click Add Rule:

Dm Home Settings Features Management

Schedule

* Zome features, such as the firewall and wehbsite filters, can be tumed on or off based on a schedule. One
{ J commaon use of schedules is to control access 1o the Intemet by a specified device during specified time
T | peniods
EEEE
mm
Management == Schedule Time Save
Mame Schedule Edit Delete

Add Rule Remaining: 10

Step 4: Create your Schedule and click Apply. The example below shows the scheduled time from
8:00-19:00.

Name:| rule 1 ><

9 10 11 12 13 14 15 16 17 18 19 20 21 22 23

= T
Tee | 00 0 i i 11 i800-1900 o
wal  swes
Tha | 0 0 0 i i 0 i i800-19:00 o
[ e
sat b bbb is00-19:00 o
sun | i i i i i 1 [800-19:00 o
Apply
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VPN Setting

Q41: How to setup VPN connection?

First and foremost, please enable L2TP over IPSec, and setup Username/password/PSK to
vpn/vpn/11111111, respectively:
Step 1: Click Features -> Quick VPN

A LIS A4 AR AR
RIZB00R HW A1 FW:1.00

D-Link Home Settings Features Management

Q03 Engine
® Internet Connected
Click on any item in the diagram for more information. Firewall i
Port Forwarding
Internet COVR-2600R Extenders: 1

Website Filter

J | '\l !,' ', Static Route K g

Dynamic DNS

Quick VPN
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Step 2: Enable L2TP over IPSec, and setup Username/password/PSK as vpn/vpn/11111111, respectively,
then click Save

D m Home | Settings Features | Management

Quick VPN

Cluickly and easily create a profile for secure remoie access [0 a Local Ares Nebwork (LAN). This profile
I can be used to configure other devices 10 connect to your LAN via a secure VPN tunnel.

.-"—j:}

Features >> Quick VPN
General
L2TP over IPSec: |

Usemamea: | vpn

Password: [ vpn

PSK:| 11111111

Save Configuration To Local Hard Dnve: Save
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1. Windows client:
Step 1: Initial configurations (only once at the first time): Right-click the network icon on the

bottom-right side of Windows screen, and click "Open Network and Sharing Center".

Troubleshoot problems
Open Metwork and Sharing Center

o .||J 1 b P Y
LY 2/11/2013

Step 2: Click "Set up a new connection or network" on the "Network Sharing Center":

{00 |55 » Control Panel » Meswork andimtemet » Bletwork and Shating Center = |4 [ Fearch Control Fane o
Control Paned H . p . ; . e
ikl View your basic network information and set up connections
Change adapter settings :k w e Sex full map
Th advanced shar
m;:g: TSR WINTENIEE s softether oo p Iremet
{This computer)
View your dctive networks Connecy of dicomnect
|:' secsnitether.cofp Access type Intemet
Work netwoek Coonections: § Local Area Connection
Change your netaorking settings
t, Set up & new cosnechion or neSwork
- Set up & wireless, broadband, disl-up, ad khoe, or ¥PN connecticn; or set up & router oF J<0ESE pond.
Caneect o 8 netveork
Cannect of reconnect to 4 wineless, wieed, disl-up, of VPN network connectson
Chooie hemegraug aad sharag eptian:
2 Sircess files and printess located on other metwork computers, or change shering settings.
e w0
HomeGroup = Troubleshoot problems
i
Internit Opiions Dhageose end Fepiir nebwork probleres or get froubleshooting infarmaticon,
‘Windiow Firewvall
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Step 3: Select "Connect to a workplace":

Choose a connection option

Connect to the Internet
Set up 2 wireless, broadband, or dial-up connection to the Intemet.

§ Setup a new network
" Configure & new router or access point.

Set up a dial-up connection
Connect to the Internet using a dial-up connection.
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Step 4: Select "Use my Internet connection (VPN)":

@ L;Et Connect to a Workplace

How do you want to connect?

2 Use my Internet connection (VPN)
Connect using a virtual private netwark (VPR) connection through the Internet.

2 Dial directly
Connect directly to a phone number without going through the Internet.

7 Vi

What is a VPN connection?

Cancel

Step 5: You have to input the destination SoftEther VPN Server's IP address or hostname here:

E=RicE )

@ t;l‘.'! Connect to a Workplace
DUT's WAN I[P

Type the Internet address to connect to

Your network administrator can give you this address.

llntam!t address: I

Destination name: VPM Connection

[} Use a srnart card

"_'_j' ["] Allow other people to use this connection
This cption allows anyone with access to this computer to use this connection.

[ Don't connect mow; just set it up 5o Tcan connect later

| Nea || Cancel

Enter either hostname or IP address on the "Internet address" field on the configuration wizard.
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Step 6: Type your username and password you set on the router:

" E= el =]
@ L;I.‘l Connect to a Workplace
Type your user name and password
User: vpn
User name: vpn
Eamurd; : PW: vpn
| Show characters
Iiiﬂnmemhe: this password I
Domain (optional):
Cru.tem Cancel

Step 7: When "The connection is ready to use" message appears, click the "Close" button. Do not
click the "Connect now" button.

=)o &=
@ L;Itt Connect to a Workplace

The connection is ready to use

A o

= Connect now
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Step 8: Go to "Network and Sharing Center" and click "Change adapter settings":

e I i ]
@aiﬁ » Control Panel » Metwork and Intemet » Network and Sharing Center v|~‘_r I'I Séareh Control Ponel _P|
L

po T Wiew your basic network information and set up connections

] Lhange adepter seiting: I * i 0 See full map

Ch advanced shars
it L WINTERLES gec softethen oo p [etemet
g {This computer)
Wiew your actne netwarks Comnect o dncamnect
secsoltether.cofp Access bype Intemet
Wk netwodk Connectioms: § Local Area Connechon

Change your nebaorking setings
‘5. St up & new conmechion or neteork
Set up & wireless, broadband, disl-up, ad kog, or ¥PN connecticn; or set up & router oF JC0ESE poind.

-5. Coneect to 8 netveork
Canmect of reconnect to & wireless, wieed, dial-up, of VPN network connection.

Chaoty homegriup and tharsng eplany
Sircess files and printess located on other metwork computers, or change shering settings.

e g0

HomeGrowp :E Troubleshoot problems
Internet Options Dragnose snd repiin netwesk preblers, or get roubleshesting infarmation,
‘Windiow Firewvall

Step 9: The currently defined VPN connection settings are listed. Right click the icon you created in

the previous step, and click "Properties":

%'&@“ Metwork and L., » Metwork Connections # - I{g H Search Metwork Connections Fa |

Organze = Start this connection Rename this connection it @ B

™ | Local Area Connection
” sec softether.cogp

@EF Irel(R) PRO/O00 MT Network C...

Status

Set as Default Connection
Create Copy

Create Shortcut
ﬂ-‘ Delete
ﬂ Rename

| H Properties I
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Step 10: On the Properties screen, switch to the "Security" tab. (In Windows XP, switch to the
"Network" tab.) Choose "Layer 2 Tunneling Protocol with IPsec (L2TP/IPSec)" on the "Type of
VPN" drop-down list.

r - Y
; VPN Connection P_raper_t'[es ﬁ

| | General Securty | Networking | Sharing | |

Type of VPN:

ILayer? Tunneling Protocol with IPsec (LZTF/IPSec) b

Data encryption:
H | Require encryption {disconnect f server declines) v] |
| Authertication

() Use Edensible Authentication Protocol (EAP)
i !
Ll 5 =
Properties
@ Allow these protocols
I [¥] Unericrypted password (PAP)
|#] Challenge Handshake Authertication Protocol (CHAP)
[#] Microsoft CHAP Version 2 (MS-CHAP v2)
[] Automatically use my Windows logon name and
password {and domain, f ary)

! [ ok ][ canca |
E = S e - - >

The following screen will appear. Click "Use preshared key for authentication" and input the

pre-shared key on the "Key" field.

Advanced pmpedis ..

Lz |

@ Use preshared key for authentication

Key:
) Use certificate for authenticatign
Verify the Name and Usa: tributes of the server’s certificate

PW: 11111111

[ o« ][ cancel
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Step 11: Connect to the VPN Server: Double-click the created VPN connection setting, the below
screen will appear. "User name" and "Password" fields should be filled automatically if you enable
password-saving options in previous steps. If not, input both "User name" and "Password" fields.

Click the "Connect" button to start the VPN connecting attempts.

|- = 2

E" Cunned WN 'Eunnedmn E ?.

User name: Wpn

Pasaword: {To change the saved password, oiick Herel

Domain:

[] Save thiz user name and password for the following users:

i@ Me only

Hy " Anyone who uses this computer

| _Comnect J§| Cancel || Popemies | [ Hep |

Step 12: If the VPN connection is successfully established, a VPN connection icon will be listed on the
screen which appears when you click the network icon on the bottom-right of Windows screen. The

status of the VPN connection icon should be "Connected".

Currently connected to:

F== VPN Connection
Internet access

F=3 MNetwork
¥ Internet access

Dial-up and VPN

.Y
VPN Connection Connected ;Ih II

Open Network and Sharing Center
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2. Mobile client (Android):
Step 1: Go to Settings -> More -> VPN, then add new VPN profile:

B % .l o7% = 11:33

DIR-882
LaTRy | Add VPN profile

Always-on VPN

Step 2: Edit the name of VPN connection and select VPN type as L2TP/IPSec PSK:

RT @ " .l 04% == 11:42

Edit VPN profile

NAME

VPN Connection
TYPE
LITP/IPSec PSK

CANCEL FORGET

97



Step 3: Fill in the WAN IP address:

R 6 % . 94% 5= 11:42

Edit VPN profile

SERVER ADDRESS

220137.7.10

CANCEL FORGET

Step 4: Fill in the Pre-shared key:

R @ " . 94% = 11:42

Edit VPN profile

Show advanced options

CANCEL FORGET
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Step 5: Connect to your VPN server:

CANCEL CONNECT

DEe b R & " .l 94% e 11:42

< VPN :

VPN Connection




Step 6: Make sure if you can ping your client under DUT:

DE® I RE 6T .wloe%E 144
= Ping&DNS <

x

TAF PING

— IP (ppp0) 192.168.100.3

— IP (dummy0) feB0::ac98:57fffe7f:
3557%dummy0

— IP {rmnet0) fe80::e78d:f816:52b8:alec
Srmnetd

— IP (rmnet0) 10.46.221.20

- Connection: LTE

PING 192.168.0.180 (192.168.0.180) 56(84)
bytes of data.

From 192.168.100.1: iemp_seq=1
Destination Host Unreachable

From 192.168.100.7: icmp_seq=2
Destination Host Unreachable

From 192.168.100.1; icmp_seq=3
Destination Host Unreachable

-~ 192.168.0.180 ping statistics -—

4 packets transmitted, 0 received, +3 errors,
100% packet loss, time 3053ms

pipe 4
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3. Mobile client (i0S):
Step 1: Setup the required information for VPN connection:

IPad ¥ =1 1438 5 -

Settings VPN Sarver

Airplame Mode

Type
a Wi-Fi
ﬂ Bluetooth Description VPN Server
@ v Server 2204377101

Account vRR

Motifications
RSA SecurllD
Contred Center

Password  wes

]

8

Do Not Disturk

Secret -

Send All Traffic

Display & Brightness

Walpaper [L_oe |

Sourds

Passcode

DoBeoce8

Battery

G

Privacy

iCloud

B &

iTunes & App Store

m Mail, Contacts, Calendars

Motes

Step 2: Make sure if you can ping your client under DUT:

FRG f
- HaR —aRxE

192.168.0.180

round-trip minfava/max/tddev = 56492/92.351/208 580/37435 ma
V4 packets fransmitted, | 4 packets received
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Advanced Application

Q42: How do I connect two routers together?

Connecting multiple routers together may be necessary if you have one of the following issues:

-Your Internet provider has provided you a Modem/Router (two in one) and you want to connect a new
router to it.

-You want to expand the amount of Ethernet ports in your network (without a switch)

-You want to extend the range of the wireless signal in your home (by using the 2nd router as an access
point)

MNew Router

Primary Router+ } i

IP Address: 192.168.0.1+~ IP Address: 192.168.0.1

Note: DO NOT Connect the routers together until these settings have been changed.

102



Please launch your browser and enter http://dlinkrouter.local or http://192.168.0.1 into the address bar.

Then login and follow the steps below:

Step 1: Change the IP address to 192.168.0.2. Then, click advanced settings on the bottom right,

and Disable the DHCP Server.

D-Link Home Settings
COVR-2600R HW-A1 FW:1.00
Wizard
® Internet Connected
Click on any item in the diagram for more information. Internet
Wireless

Internet

v

'\é USB Sharing |

Network Settings

~—

LAN IP Address:  192.168.0.2

Subnet Mask: | 255.255.255.0

Features Management
Connected Clients: 3
Extenders: 1

. &

USE Device

Management Link. hitp//| dlinKrouter local/
Local Domain Name:
Enable DNS Relay:
Advanced Settings...
DHCP Server \
Status: Disabled
DHCP IP Address Range: 192.168.0.| 180 | to 192.168.0.| 120

DHCP Lease Time: | 10080 minutes

Always Broadcast: m
- |

(compatibility for some DHCP Clients)
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Step 2: Connect a cable from a LAN port (1,2,3,4) on your Primary Router to a LAN port (1,2,3,4) on your

new router.

MNew Router

Primary Router+ 1 i

IP Address: 192.168.0.1- IP Address: 192.168.0.2

r
— L\l

Connect with LAN ports (Do not connect WAN port)

The setup is now complete. If you now want to configure the wireless settings on your "new" router, go to

this address: http://192.168.0.2.

Note: NAT, defined in RFC 3022, allows a host that does not have a valid, registered, globally

unique IP address to communicate with other hosts through the Internet. The hosts might be using
private addresses or addresses assigned to another organization. In either case, NAT allows these
addresses that are not Internet-ready to continue to be used and still allows communication with hosts

across the Internet.
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Owverview

Specifications | Downloads

D-Link

e COVI

SRS WHOLE HOME Wi-F SYSTEM

Covr your whole home in High-Power Wi-Fi
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- MU-MIMO: Like having
multiple routers in your home,
Multi-User MIMO {(MU-MIMO)
sends and recsives data to and
from multiple devices
simultaneously to increase
speed and efficiency

— D-Link Wi-Fi App: Covr
setup is guick and easy with
the free D-Link Wi-Fi app

- Parental Control: Filter
unwanted web content and
block specific web si

- Guest Network: Enable a
public encrypted wireless
guest network for visitors



